




1. Use maximum privacy and security settings

2. Don’t add friends who aren’t your friends

3. Create strong passwords…and don’t reuse them 

4. Always make sure to log out when you are done on your computer



(Source: https://xkcd.com/936/)



1. Don’t use sensitive information (names, birthdates, addresses, 

etc.) in your passwords

2. Don’t use single words or sequential numbers or letters 

3. Don’t use the same password for multiple accounts

4. Don’t store your passwords in your browser



1. Start with a phrase that means something to YOU

2. Switch out letters in the phrase with numbers and characters

3. Add capitalization to make passwords more complex

4. Make it at least twelve characters long

5. Change your passwords regularly

6. Write them down in a safe location


















